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Abstract 

The development and increase in efficiency of computer 

technology leads to the need to work in conditions of 

increased noise level, which can be accompanied by 

unbalanced heat output, low signal level and, as a result, 

failures and errors in the obtained results. This research 

paper investigates the unauthorized leakage of information. 

And the essence of the problem is revealed with the help of 

graphs, it is transferred from the graphs to the matrix view. 

The research can be applied to information security 

assessment issues.  
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Introduction 

Information technologies are information management and processing technologies. Computer technology is 

usually understood under this term. In the field of information technologies[1-6], work is carried out on 

operations such as collection, storage, protection, processing, transmission of various information through 

ECM and computer networks[7-12]. When applied to hard disks, it looks like this: with the existing 

recording density, it is no longer possible to read the signal from the surface of the disk - the level of noise 

and distortion is too high. Instead of directly changing the signal, it is used to compare it with a set of 

samples, and based on the maximum similarity (probability), it is correct to accept one or another machine 

word a conclusion is drawn. All this leads to a revival of interest in assessing the impact of computer 

equipment failures and malfunctions on the tasks they solve, including the tasks of protecting 

information[13-18] from unauthorized access. Currently, domestic developers offer technical means of 

information protection certified by the International Technical Commission of the world against 

unauthorized access to automated systems[19-23], such as Secret Net, Dallas Lock, etc. Thus, in such 

products, protective functions are performed using technical means located on a completely separate board. 

This option maximally separates the technical means of processing protected data and the technical means 

that perform the functions of protection against unauthorized access to information. At the same time, the 

data protection[24-27] program is stored in the memory of the "Harvard" architecture microprocessor, the 

technology of writing the program to "long-term memory" separates its virus infection, RAM and program 

memory. In Dallas Lock, the main functions of Secret Net products, software and data protection against 

unauthorized access are "trusted" to the usual elements located on the motherboard of the personal computer, 
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as well as to the external storage medium that stores the data protection software. from unauthorized access. 

An analysis of options for information protection systems against unauthorized access is also presented. 

The technique [3] makes it possible to evaluate these principles of implementation in terms of efficiency 

indicators - the security of information from malicious study. Of particular interest is the assessment: 

 the influence of the reliability of technical means of protecting information from UA on the functions of 

protecting information; 

 known options for constructing a system for protecting information from unauthorized access from the 

point of view of reliability theory; 

 the influence of the organization of monitoring the performance of technical means on the functions of 

protecting information from unauthorized access; 

 formation of requirements for the components of the system for monitoring the performance of technical 

means of protecting information from unauthorized access. 

The listed tasks can be solved if there is an appropriate mathematical apparatus and evaluation methods. 

This article proposes a mathematical apparatus, as well as a methodology that makes it possible to assess the 

impact of the reliability of technical information security facilities from unauthorized access on information 

security functions and make a decision on this range of tasks. An example is considered that makes it 

possible to compare information protection systems from UA of the ACKORD and Secret Net types, as well 

as Dallas Lock, in terms of the effectiveness of the reliability of technical means that implement the 

functions of protecting information from UA. 

Mathematical model of functioning of the system of protection against unauthorized access to 

information based on the theory of reliability 

Systems for protecting information from unauthorized access implement the following tasks (functions), the 

implementation of which is mandatory to achieve high levels of AS security [2]. 

T1. Perform identification and authentication with guaranteed protection against destructive software 

impacts. 

T2. Control of the integrity of the AS hardware and software environment. 

T3. Real data reading control. 

T4. Access control to all file system objects. 

T5. Task launch control. 

T6. Maintaining an isolated software environment. 

The rate of launching the tasks of this set is determined by the rate of launching the user's tasks. 

Undetected failures or failures of individual elements of the technical Information Protection System from 

unauthorized access lead to a decrease in the reliability of the functioning of the entire technical means of 

protecting information from unauthorized access. The exceptional importance of solving the above tasks 

involves the creation in the technical system of protecting information from unauthorized access of a system 

for monitoring their performance. 

In the general case, the process of functioning of a system protected from unauthorized access can be 

considered as an interaction process: 

 information to be protected; 

 functions of protecting information from unauthorized access (list T1 - T6); 

 failures and failures of technical Information Security System; 

 systems for monitoring the operability of these technical means; 

 systems for restoring the operability of technical means. 
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A careful consideration of their interaction allows us to identify a process characterized by a finite set of 

possible states that uniquely determine the state of the system under study at each moment of time 

 

At the same time, the functioning of the system under study is a process of transitions from one state to 

another (process steps). 

The probability that at the next step the system will pass from state Si to state Sj generally depends on the 

initial state of the system and on all intermediate states up to the current one. At present, chains with the 

Markov property (processes of transition from the past to the future through the present) have been studied 

in the most detail. In this case, the probability of transition at the next step from the state Si to the state Sj 

depends only on the state Si, in which the system under study found itself after the previous step. It is natural 

to assume that: 

 the probability of a simultaneous change in the states of two or more elements (for example, an event 

occurred associated with the failure or failure of an element of the Information Security System from 

unauthorized access and the end of the implementation of some function of protecting information from 

unauthorized access, etc.) is negligible; 

 probabilities of transitions from one state to another do not depend on time; 

 for an infinitely small period of time, it is impossible to transition to some neighboring state and return 

from it. 

The overwhelming predominance of processes of a random nature in our case allows us to consider this 

process as an ergodic semi-Markov process [6] with a transition probability matrix of an ergodic chain. 

 

 

  

  

 

                                                                             (2) 

 

with                   the set of return states of the semi-Markov process and the average residence 

time in each of the return states          . 

Obtaining a mathematical expression for assessing the reliability of the implementation of information 

protection functions of the system under research 

The construction of a mathematical model for evaluating the system under study in terms of efficiency - the 

reliability of the implementation of the information security function - is based on the order of its 

construction, considered in detail in [6]. 

Errors in the implementation of the information protection functions from UA are the result of undetected 

failures and failures of technical means that implement the function of protecting information from UA (it is 

assumed that the program for protecting information from UA has no errors). Since undetected failures can 

lead to incomplete implementation of information protection functions from UA (erroneous results of 

process control from UA to protected information), we will consider their effect similar to the effect of 

failures. 

Therefore, when calculating the reliability of the implementation of information protection functions against 

unauthorized access, undetected failures and failures do not differ and are called failures. 
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The organization of the interaction of information to be protected, the functions of protecting information 

from UA (list T1 - T6), failures and failures of technical means of protecting information, the system for 

monitoring the performance of technical means of protecting against UA, the system for restoring the 

operability of technical means in the general case can be set in the following form. Let the elementary flow 

of tasks with the parameter β arrive at the input of the protected system. The means of control of the first 

type with probability P1 detect failures during the implementation of the information protection function 

instantly. In addition, at the end of the implementation of the protection function, a failure is detected with a 

probability - P2 based on the results of program-logical control. The duration of the implementation of the 

information protection function on an operable and inoperable technical means of protection is, in the 

general case, a random value distributed according to an exponential law with the parameter γ. When the 

technical means of protecting information from unauthorized access is not busy implementing the 

information protection function, a test problem is solved. The test task implementation time is distributed 

according to the exponential law with the parameter θ. The arrival of a request for the implementation of the 

function of protecting information from UA automatically terminates the decision of the latter. When 

solving a test problem, hardware failures are detected instantly with a probability of P3, and with a 

probability of P4 - after the completion of a fully implemented test check. It is assumed that all values are 

          . In all cases of detection of a failure (calculation errors), technical means of protecting 

information from unauthorized access are sent for restoration, after which the solution of the problem is 

repeated on request or work continues according to the test program. The flows of failures and restorations 

are assumed to be the simplest ones with parameters λ and µ, respectively. Thus, the impact of monitoring 

the performance of a technical means of protecting information from UA is reduced to the fact that its failure 

can be detected before the implementation of the function of protecting information from UA therefore, the 

readiness of the module to perform the function of protecting information from UA increases and, 

accordingly, the reliability of the implementation of the function of protecting information from UA 

increases. The states of the technical means of protecting information from unauthorized access differ 

depending on whether a request has been received to implement the function of protecting information from 

unauthorized access, or whether a failure has occurred in the module. The set of states of the technical means 

of protecting information from unauthorized access is specified as follows: 

S1 - there is no request for the implementation of the protection function against unauthorized access 

(hereinafter referred to as requests), the technical means of protecting information from unauthorized access 

is operational and solves the test problem; 

S2 - no requests, the technical means of protecting information from UA has failed and is being restored; 

S3 - no requests, the technical means of protecting information from unauthorized access has failed, the test 

problem is being solved, but the failure has not been detected; 

S4 - the received request is processed on a workable technical means of protecting information from 

unauthorized access; 

S5 - the received request for the implementation of the function of protecting information from UA on the 

failed technical means of protecting information from UA is being processed; 

S6 - there is a request, but the failed technical means of protecting information from unauthorized access is 

being restored. 

The transition graph of the described interaction model is shown in Figure 1 
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Figure 1. Graph of transitions of the studied technical means of protecting information from unauthorized 

access 

This transition graph corresponds to the matrix P of transition probabilities of the nested Markov chain and 

the vector        of average residence times of the semi-Markov process in each state                      
defined as: 

 

Derivation of a mathematical expression to estimate the average time of safe operation of the system 

under research 

The assessment of the reliability of the implementation of the functions of protecting information from 

unauthorized access is informative and makes it possible to compare various options for constructing a 

system for protecting against unauthorized access. When comparing options for building an information 

protection system from unauthorized access, estimates may differ slightly, but the weight of this 

insignificance can be significant. As a result, it is advisable to compare them in terms of efficiency - the 

average time of safe operation (the average time between incorrect conclusions about UA). 
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The analysis shows that the transition graph in Figure 1 does not allow determining the time interval 

between adjacent incorrect conclusions about UA (the time interval for the safe operation of a technical 

means of protecting information about UA). Let us introduce an absorbing state S7 - the state of an 

undetected failure of a technical means of protecting information from UA. Then the transition graph is 

transformed to the form of Figure 2. 

 

Fig. 2. Graph of transitions of the process under research with an absorbing state 

This graph corresponds to the transition matrix and the vector of the average residence time in each of the 

marked states: 
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Since the system under consideration is characterized by the presence of an absorbing state S7, the 

mathematical expression for the average operating time of a technical means of protecting information from 

unauthorized access can be defined as the average time spent by the considered process in the set of non-

returning states (S1 - S6). 

Conclusion 

Research work is important due to the development of information technologies and the relevance of 

information security issues. In the study, the issue of unauthorized access to information from the point of 

view of reliability theory is based on a fundamental and practical basis. It served to show the processes in the 

researched system with the help of graphs, to increase the accuracy of the research work. It is also possible 

to continue this work as a method in various information security systems. 
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